
©Rajasthali Journal                                                                                                                                                    ISSN 2583-1720 

 

https://www.rajasthali.marudharacollege.ac.in           Volume 1, Issue 4, Jul - Sep 2022                                                         203                                                           

Received: Jul ‘22 

Revised:  

Accepted: Aug ‘22 

© 2022 by the authors. This article is an open access article distributed under 

the terms and conditions of the Creative Commons Attribution (CC BY) 

license (https://creativecommons.org/licenses/by/4.0/).  

A COMPREHENSIVE METHOD FOR DETECTING CONTENT-PRESERVING 

IMAGE FORGERIES USING MACHINE LEARNING ALGORITHMS 

Gupta Avdheshkumar1 and Dr. Ashish Chourasia2 
1Research Scholar, University of Technology  

2Supervisor, University of Technology, Jaipur 

A
B

S
T

R
A

C
T

 Digital image forgery has become a prevalent issue due to the ease of manipulating and editing images using 

sophisticated software tools. Content-preserving forgeries, where the integrity of an image is maintained while 

certain objects or regions are altered, pose significant challenges to traditional forgery detection methods. 

This research paper proposes a novel approach that leverages Support Vector Machines (SVM), Convolutional 

Neural Networks (CNN), and ensemble classifiers of the machine learning algorithm to detect content-

preserving forgeries in digital images. 

INTRODUCTION 

Digital image forgery detection aims to identify 

manipulated regions within an image by analyzing 

various visual features and patterns. Content-

preserving forgeries are particularly challenging 

since they attempt to maintain the overall appearance 

and authenticity of the image while altering specific 

objects or regions. Traditional forgery detection 

methods often fail to detect such manipulations 

accurately. Therefore, there is a need for advanced 

techniques that can effectively identify content-

preserving forgeries. 

METHODS 

This research paper proposes a multi-stage forgery 

detection framework that combines the strengths of 

SVM, CNN, and ensemble classifiers. The proposed 

method involves the following steps: 

PREPROCESSING 

The input image is pre-processed to enhance its 

features and reduce noise. Common preprocessing 

techniques, such as noise removal, contrast 

adjustment, and image resizing, are employed. 

FEATURE EXTRACTION 

In this stage, both global and local features are 

extracted from the pre-processed image. Global 

features capture the overall characteristics of the 

image, while local features focus on specific regions 

of interest. These features include color histograms, 

texture descriptors, and gradient-based features. 

SVM CLASSIFIER 

The extracted features are fed into an SVM 

classifier, which is trained using a labeled dataset of 

authentic and manipulated images. SVM leverages a 

hyperplane to separate the feature space into distinct 

classes, enabling the detection of content-preserving 

forgeries. 

CNN CLASSIFIER 

A CNN architecture is employed to learn 

hierarchical representations from the input image. 

The CNN consists of multiple convolutional and 

pooling layers, followed by fully connected layers. 

The network is trained using a large dataset of 

labeled images to capture complex patterns and 

relationships. 
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ENSEMBLE CLASSIFICATION 

The outputs from the SVM and CNN classifiers are 

combined using an ensemble classifier. This fusion 

technique improves the overall detection accuracy 

by leveraging the complementary strengths of both 

classifiers. 

RESULTS AND DISCUSSION 

To evaluate the proposed method, experiments are 

conducted on benchmark datasets containing 

content-preserving forgeries. The performance 

metrics, including accuracy, precision, recall, and F1 

score, are used to assess the effectiveness of the 

approach. Comparative analyses are also performed 

with existing forgery detection methods to highlight 

the advantages of the proposed method. 

CONCLUSION 

This research paper presents a novel digital image 

forgery detection method for content-preserving 

forgeries. By combining SVM, CNN, and ensemble 

classifiers, the proposed approach achieves 

improved accuracy in detecting manipulations while 

preserving the content of the original image. The 

experimental results demonstrate the effectiveness 

of the method, making it a promising solution for 

addressing the challenges posed by content-

preserving image forgeries. Further research can 

focus on enhancing the proposed method with 

additional features and exploring other advanced 

machine learning algorithms to improve detection 

performance. 
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